**Praktikum. RSA**

**OSA I**

**Võtmete genereerimine RSA Algoritmi abil:**

1. Valida kaks algarvu (iga algarv 1024 bits)
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lisa sellele oma sünnikuupäev korrutatud 232 (kasutage suurte arvude kalkulaatorit <http://www.mobilefish.com/services/big_number_equation/big_number_equation.php>) Seejärel vali lähim algarv

 <http://www.numberempire.com/primenumbers.php>

Asenda saadud arvust 5 numbrit ja leia veel üks algarv

p (1024bits)=

q(1024 bits)=

1. Arvutada moodul (kasutage suurte arvude kalkulaatorit <http://www.mobilefish.com/services/big_number_equation/big_number_equation.php> ) n=p×q=
2. Arvutada Euleri funktsiooni väärtust

φ(n)=(p-1)(q-1)=

1. Valida avatud eksponent *e=*
2. Arvutada salastatud eksponent *d =*
3. Avalikustada avavõti (e, n)
4. Salvestada privaatvõti (d, n)

**Teksti krüpteerimine RSA abil**

1. Teisenda oma nimi ASCI koodi (<http://www.unit-conversion.info/texttools/ascii/> ):
2. Krüpteeri saadud ASCI kood

**OSA II**

RSA java faili uurimine <http://www.tlu.ee/~matsak/crypto/temp/RSA.java>

Dekrüpteeri RSA programmi abil eelmises osas saadud krüptogramm ja veendu, et on saadud õige algtekst.

Selleks tuleks koodi veidi modifitseerida, et sisestada enda krüptogramm dešifreerimiseks.

**OSA III Miller-Rabin˙i test**

Kasuta abifaili <http://www.tlu.ee/~matsak/crypto/miller_rabin_abifail.pdf> ning näita, et Sinu valitud algarv on tõesti algarv.

**r=log2(arv) Abiks on kalkulaator** [**http://web2.0calc.com/**](http://web2.0calc.com/)

s=

t=1

juhuarv=

**x=juhuarv mod m=**

x2 mod arv

jne